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KURZINFO

The development and operation of secure and resilient information systems is a basic requirement for the
functioning of our digital society. The English-language study programme ideally prepares you for a job in the field
of cyber security and resilience and offers you the best career opportunities - both at home and abroad. Cyber
Security and Resilience aims at providing you with the necessary knowledge to develop and operate secure and
resilient information systems and digital services.

Ausbildungsart Masterstudium (FH)

Dauer 4 Semester

NQR Level 7

Form Dual

Voraussetzungen . abgeschlossenes facheinschlagiges Bachelorstudium oder

. abgeschlossenes gleichwertiges Studium an einer anerkannten inlandischen
oder auslandischen postsekundaren Bildungseinrichtung im Ausmal3 von
mindestens 180 ECTS

Kosten EUR 363,36 + OH-Beitrag je Semester

Abschluss Master of Science in Engineering (MSc)

Berechtigung Zugangsberechtigung zu facheinschlagigen PhD-Studien

Gruppe Technik und Ingenieurwissenschaften (FH)

URL https://www.ustp.at/de/studium/informatik-security/cyber-security-and-resilience

AUSBILDUNGSBESCHREIBUNG

Lehrinhalte:

. Organizational Security and Resilience
. Technical Security and Resilience
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. Applied Security Competence (Dual Project)

. Future Work Skills

. Specialization

. Diploma Thesis/Master Thesis
Berufsfelder:

Information Security Officer, Cyber Defense Analyst, Datenschutzbeauftragte/r, IT Forensic Expertin, Cyber
Risikomanagerlin, Information Security Auditor, Cyber Resilience Spezialistin, Data Protection Officer.

AUSBILDUNGSINSTITUTE

Niederosterreich

USTP - University of Applied Sciences St. Pélten

Adresse: 3100St. Polten, Campus-Platz1
Telefon: +43(0)2742 /313 228 -200
Email: csc@ustp.at

Webseite: https://www.ustp.at/

BERUFE NACH ABSCHLUSS

. Datensicherheitsexperte/-expertin
. Fraud-Analystin

. Informatikerin
. IT Security Consultant (m/w)
. IT-Forensikerin

ZUSATZINFO

. Die Unterrichtssprache ist Englisch

IMPRESSUM

Fiir den Inhalt verantwortlich:

Arbeitsmarktservice

Dienstleistungsunternehmen des 6ffentlichen Rechts
TreustralBe 35-43

1200 Wien

E-Mail: ams.abi@ams.at

Stand der PDF-Generierung: 13.12.25
Die aktuelle Fassung der Ausbildungsinformationen ist im Internet unter www.ausbildungskompass.at verflgbar!
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